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[bookmark: _Toc519430095]WELCOME STATEMENT
Welcome!  On behalf of [ENTER TEAM NAME], I welcome you to our team, and wish you a fulfilling and rewarding experience as we strive to be a leader in the industry and one of the best real estate teams in the [ENTER STATE].  We hope that you will be challenged, find success, and that your work here will be enjoyable. 
Sincerely,
[ENTER NAME]
[bookmark: _Toc519430096]TEAM MEMBER STATUS
The purpose of this handbook is to establish a uniform system of daily conduct by and between us when dealing with each other, other members of the team, our clients, and members of the public.  You are responsible to read and review this handbook and to comply with its policies and procedures.   If you have any questions, please ask our Director of Operations.   
When you review these polices, please keep in mind that they should be regarded as guidelines only, which, in a business like ours will require changing from time to time. The team leader or, the team’s director of operations, retains the right to make decisions involving policy changes as needed to conduct work in a manner that is beneficial to agents, employees, and customers of the team. This handbook replaces any and all prior handbooks, policies, procedures and practices of the team.
INDEPENDENT CONTRACTORS
The team has an independent contractor relationship with its sales agents.  Agents are not employees of the team, and are not entitled to any employee benefits.  Sales agents must abide by the office policies and must strictly adhere to the professional and ethical standards.  Failure to comply with the team policies or procedures may result in the end of the contractual relationship.
Nothing in these office policies is intended to alter or amend the terms and conditions of the independent contractor agreement for those on the team who operate as independent contractors.  In particular, nothing in this handbook is intended to alter the right of either party to terminate the independent contractor agreement, with or without cause, as set forth in the independent contractor agreement.  Neither the policies contained in this handbook, nor any other written or verbal communication by any member of the team, are intended to create a contract of employment or a warranty of benefits.  The policies contained herein may be added to, deleted, or changed by the team in its sole discretion. 
EMPLOYEES
Licensed and non-licensed assistants, administrative staff, and any other individuals who are compensated by the team by a means other than commissions (ex. - hourly or salaried pay) resulting from their own efforts are considered employees of the team.
ASSISTANTS
Sales agents who wish to hire an assistant(s) must first seek and obtain approval of Management.  The agent will be the employer of the assistant, and the agent shall bear responsibility for assuring compliance with all issues relative thereto, including tax withholding, Social Security and Medicare taxes, and state workers compensation and unemployment taxes, etc.  Agents and assistants must execute the appropriate forms and addendum to modify the agent’s independent contractor agreement(s).
[bookmark: _Toc519430097]VALUE PROPOSITION & CORE VALUES
VALUE PROPOSITION
As its value proposition, the team offers: [MODIFY WITH YOUR VALUE PROPOSITION BELOW]
· A growth environment that makes your development a priority through one-on-one consulting, training, accountability and mentoring. 
· A guarantee that all systems are in place and working for you, so you spend less time servicing transactions and more time selling properties
· A positive work environment that allows individuals to “fail forward” and learn in their respective roles.
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CORE VALUES   [MODIFY WITH YOUR CORE VALUES BELOW]
At the core of the team is a conviction that who you are in business with matters. We believe that the company we keep can contribute to our lives in untold ways. To help cement this understanding, we’ve formalized the following core values to outline how we do business: 
MISSION:  Our Mission is to be an industry leader, the team of choice for our agent partners, employees and clients. 
BELIEFS:  We believe that when you take care of other’s needs, your needs are automatically taken care of. We believe that people don’t care how much we know until they know how much we care. We also believe that no one succeeds alone, and through our passion we help those around us fulfill their dreams. 
PERSPECTIVE:  A training, consulting and systems based organization that also provides front end and back end services that lead to productivity and profitability. Our team thinks like a top producer while acting like a consultant, and focuses all its activities on service, productivity, profitability and a positive culture.
EXPECTATIONS:  It’s all about our customers and their needs.  We provide service that exceeds their expectations.  If we can master their needs, success will come without effort.  It’s all about them.
INTEGRITY:  As a member of the team, you will be responsible for setting new standards for the real estate industry. We want our peers to continue to look to us for integrity and as people with whom they would like to do business. As we create these new standards, we will create a great experience not only for our clients, but with cooperating agents and their clients as well.
WOW EXPERIENCE:  We want individuals we come in contact with to be “wowed” when they work with us.  We hope that they will want to not only work with the team again, but also tell others about their amazing customer service experience with our team.   
[bookmark: _Toc519430098]EXPECTATIONS & CONDUCT
ACCOUNTABILITY EXPECTATIONS
Each week, a re-cap of the previous week’s accomplishments and a plan for the following week will be either discussed with or e-mailed to the Team Leader or Director of Operations. Accountability expectations will be discussed between you and the Team Leader and modified when needed.
TRAINING
The performance of each team member within the team is an integral part of achieving all team goals.  Team members are expected to attend all team training sessions and weekly meetings.  No cell phones are permitted during team training sessions and meetings.
TIME OFF
When you are off work, be completely off and unplug from the job!  You have several team members that are able to handle your business. If the team does not know the details of a transaction, someone from the office will try to reach you to find out the answers.  If you are going to be out of town, you are encouraged to always have a team member answer your voicemail, and cell phone. Forward email along with an automated response to your clients that you’re out of town through your email system.  Forwards can be done through the same system. 
The team strongly encourages you to schedule one day off each week. If this means forwarding your calls to another team member, or even giving a team member your cell phone to enjoy a guilt-free day off, please do it.  
PHONES
The team’s goal is that every client that calls will speak with a live person.  The team business telephones (including forwarding to personal cell phones) shall be answered between 8:00 a.m. – 8:00 p.m.  Answer the telephone with the following greeting: “[ENTER TEAM NAME], this is __________ (your name).” The only exception to this greeting is if Caller I.D. identifies the incoming call as an immediate family member.
Remember that your schedule is very flexible as an agent in real estate, but for that privilege, agents are expected by their clients to be on call 8:00 a.m. – 8:00 pm seven days a week.  Return all calls as promptly as possible. The team standard is to return all calls within 15 minutes. If you can return a call within 5 to 10 minutes, your odds of earning that person’s trust will increase dramatically.  We understand that sometimes you are in a meeting or showing a house. Therefore, you should be able to return a call within 15 to 30 minutes. 
Please call everyone back (agents, lenders, title companies, prospects, and clients), even if you do not have the answer to a question or concern. If, after 15 to 30 minutes you cannot get an answer, then please call the client and inform them that you are diligently working on it for them. If you cannot return a call that is waiting for a response within 15 - 30 minutes, let your Team Leader know so that someone from the team’s offices can return the call. 
APPEARANCE & ATTIRE
Professional dress and appearance is required at all times when in the offices. Team Members may dress as they like when working out of the office, but must always remember to dress professionally when dealing with clients.  Business casual “plus” is generally acceptable.  Many people are sensitive to colognes and perfumes in the event you choose to wear a cologne or perfume please be advised that a little goes a long way in a small work environment.  The team  in its sole discretion will determine what constitutes professional dress and appearance.
SERVICE EXPECTATIONS
Team members are to service our clients, both buyers and sellers, each and every week.  Always stay positive and deal courteously with all parties at all times. Customers expect and we intend to deliver the “FOUR A’s”:
1.  Accuracy
2.  Availability (they can reach us in person as much as possible)
3.  Ability to be listened to and understood
4.  Advise from an professional expert
As a best practice, team members should pick one business day during the week to service all active clients (both buyers and sellers included).  Active clients include home buyers not yet under contract for the purchase of a home, listings not yet active on the market, and all clients under contract for the purchase of a home.
Team members understand the value of communication and the down sides of the lack of communication with their clients and what that does for the brand reputation as well as the client experience.  It is understood that of the home buyers and sellers interviewed by the NAR, 74% of those who were unhappy with their agent’s performance were unhappy due to the lack of communication. Team members understand that communication should occur via a phone call at least once a week.  It is understood that text messages and emails are only a supplement to this primary form of communication, voice to voice. 
ATTENDANCE & PUNCTUALITY
To maintain a safe and productive work environment, team members are expected to be reliable, to be punctual in reporting for scheduled work and to work all of their scheduled hours.  Absenteeism, tardiness and leaving early places a burden on other members of the team.  In the rare instance when a team member cannot avoid being late to work or is unable to work as scheduled, he or she must notify his or her supervisor of the anticipated tardiness or absence as soon as possible and in no event later than the team member’s scheduled start time.  Poor attendance and excessive tardiness are disruptive, and may lead to disciplinary action or termination. 
[bookmark: _Toc495056529]The team’s general Office hours are from 8:00 am to 5:00 pm with a one-hour lunch break unless otherwise scheduled in advance.  Exempt team members are expected to work whatever hours are required to satisfactorily perform his/her job.
[bookmark: _Toc519430099]FAIR HOUSING
The team has zero tolerance for violations of the Fair Housing laws and prohibits any client, customer, agent or employee from discriminating in the provision of any of the team’s services on the basis of age, sex, race, color, religion, physical or mental disability, familial status, marital status, national origin, genetic information, sexual orientation, or any other protected category.  
Prohibited practices may include, but are not limited to the following behaviors:
1. Refusing to show, sell or rent based on a person being a member of a protected class.
2. Different treatment/disparate treatment to persons of a protected class.
3. Steering or guiding potential homebuyers to selected areas based on where you think they need to live.
4. Discriminatory advertising that “expresses” a preference for buyers of a particular protected category.
5. Harassment (i.e., coercion, intimidation, threats, or interference with a person’s fair housing rights or because a party is abiding by fair housing law).
6. Applying more burdensome criteria to applicants of protected classes.
7. Blockbusting, which is defined as any illegal, discriminatory practice whereby an agent induces a property owner to list his or her property by representing that the neighborhood may change as a result of race, color, sex, religion, sexual orientation, marital status, national origin, genetic information, disability or any other protected category.
Any violation of fair housing laws or this policy must be reported to the team’s Director of Operations or the team leader acting principal broker immediately.  Independent contractors are prohibited from engaging in any conduct in violation of this policy and are subject to removal from their duties or activities with the team for violations of this policy.
[bookmark: _Toc495056530][bookmark: _Toc519430100][bookmark: _Toc495056531]EQUAL EMPLOYMENT OPPORTUNITIES AND ANTI-HARASSMENT POLICY
The team is an equal employment opportunity employer. The team prohibits any discrimination based on race, gender, pregnancy, color, national origin, religion, age, disability, or any other status or characteristic protected by law.  Discrimination is prohibited throughout all phases of your employment – including being interviewed, hired, promoted, compensated, and provided benefits.
The team forbids retaliation against anyone who reports prohibited discrimination and/or harassment. The team’s policy is to investigate any complaints of unlawful discrimination and/or harassment and to take any necessary corrective action, up to and including termination.  It is also the team’s policy to ensure against and to take corrective action against any Employees who harass, embarrass, or retaliate in any respect against anyone who has made a complaint regarding unlawful discrimination.  Any complaints concerning unlawful discrimination and/or harassment or retaliation for having raised a complaint should be immediately directed to the team leader or the team’s Director of Operations.
It is the policy of the team that all employees, customers and clients be free of discrimination and harassment on the basis of an individual’s race, color, sex, pregnancy, sexual orientation, national origin, genetic information, religion, marital status, veteran status, physical or mental disability, age or any other protected category under federal or state law.  The team will not tolerate sexual or other unlawful discrimination or harassment in the workplace or in other settings in which employees, customers and clients may find themselves in connection with their employment or agent-related business. The team also will not tolerate any retaliation against anyone complaining of harassment or anyone who has cooperated in an investigation of harassment in accordance with this policy.
The team takes allegations of violations of this policy seriously, and will respond promptly to complaints of harassment.  Where the team determines that inappropriate conduct has occurred, the team will act promptly to eliminate the conduct and take any necessary corrective action, including disciplinary action where appropriate.
While this policy sets forth the team’s goals of promoting a workplace that is free of unlawful harassment, the policy is not designed or intended to limit the team leader’s or the team’s Director of Operations authority to discipline or take other remedial action for any workplace conduct that is deemed unacceptable, regardless of whether the conduct satisfies the legal definition of harassment.  Employees are prohibited from engaging in any conduct in violation of this policy and are subject to removal from their duties or activities with the team for violations of this policy.
Definition of Sexual Harassment
The team believes that all its employees, customers, and clients have the right to a work and business environment free from all forms of unlawful discrimination and harassment. The team will not tolerate the harassment of any employee, customer, client or other covered third party on any legally protected basis, including sex.  Sexual harassment is defined as unwelcome sexual advances, requests for sexual favors, and other verbal, physical, and nonphysical conduct of a sexual nature when:
· Submission to such conduct is made explicitly or implicitly a term or condition of employment;
· Submission to or rejection of such conduct by an individual is used as the basis for employment decisions affecting that individual; or
· Such conduct has the purpose or effect of unreasonably interfering with an individual’s performance at work, or creates an intimidating, hostile, or offensive work environment.
Under this definition, direct or implied requests by someone in a supervisory position for sexual favors in exchange for actual or promised job benefits such as favorable performance reviews, salary increases, promotions, increased benefits, or continued employment constitutes sexual harassment.
The legal definition of sexual harassment is broad and, in addition to the above examples, other unwelcome sexually oriented conduct, whether it is intended or not, that has the effect of creating a workplace that is hostile, offensive, intimidating, or humiliating to male or female employees, customers, and clients may also constitute sexual harassment.  Sexual harassment also includes non-sexual comments and conduct that are directed at an individual because of his or her gender or otherwise motivated by gender discrimination.
Consequences for Violating this Policy.
Harassment may be indirect or even unintentional.  Violations of this policy, whether intended or not, will not be permitted.   If it is determined that one of the team's employees or agents has engaged in inappropriate conduct, the team will take such action as is appropriate under the circumstances.  Such action may range from counseling to immediate termination of employment, affiliation or contract, and may include other forms of disciplinary action, as is deemed appropriate under the circumstances.
Retaliation is Prohibited
All employees and agents should take special note that, as stated above, retaliation against an individual who has complained about harassment under this policy or participated in an investigation of harassment will not be tolerated, and will be treated as another form of harassment in accordance with this policy.  All incidents of retaliation must be immediately reported in accordance with the reporting procedure described below.
Reporting Procedure for Discrimination and Harassment
If you observe unlawful discrimination or harassment, you must follow this reporting procedure to notify the team of the problem so that the company can promptly and thoroughly investigate this matter and take appropriate action.  Do not allow an inappropriate situation to continue by not reporting it, regardless of who is creating the problem.  No employee or agent of the team is exempt from its policies prohibiting harassment or discrimination.  All complaints will be considered confidential, and disclosure will be limited to those with a need to know in order to investigate the complaint and/or take corrective action.  The investigation will include a private interview with the person filing the complaint and, where appropriate, the witnesses.  A private interview will be conducted with the person alleged to have committed harassment.  In circumstances where it is appropriate to do so, the person who filed the complaint and the person alleged to have committed the conduct will be informed of the results of the investigation.
If the team determines that inappropriate conduct has occurred, the team will act promptly to eliminate the offending conduct and, where appropriate, to impose disciplinary action up to and including immediate termination of employment, affiliation or contract.  the team will also take other corrective or remedial actions, when appropriate.
[bookmark: _Toc495056532]The team encourages the reporting of complaints so that it may appropriately address and correct any problems.  An employee or agent who participates in good faith in any investigation under this policy has the team’s assurance that it will not tolerate any retaliation against him or her as a result of bringing the complaint or otherwise participating in the process.  All employees and agents are expected to be truthful, forthcoming, and cooperative in connection with a complaint.
[bookmark: _Toc519430101]LEGAL COMPLIANCE
In addition to any obligations set forth in this handbook, you are required to comply with all federal and state laws.  If you have any questions or concerns, you should promptly consult the team’s Director of Operations or the team leader.
Agents are responsible for maintaining strict compliance with license law for all of the states in which they are operating. Examples of compliance include, but are not limited to: meeting ongoing education requirements, maintaining license renewal, and having a working knowledge of all regulations and staying abreast of changes to the current rules and regulations which can be obtained from the licensing authority of each state through their respective websites.  
All team members are required to maintain compliance with all local Multiple Listing Service (MLS) and Association of REALTORS® (AOR) rules and regulations.
[bookmark: _Toc495056535][bookmark: _Toc519430102]SOCIAL NETWORKING AND BLOG POSTINGS
Postings on social networking sites including, but not limited to, Twitter, Facebook, LinkedIn and Instagram, as well as on blogs has become increasingly common.  The team prohibits agents from any such postings, viewing or in any way participating in such sites while using any of the resources or equipment of the company. The team’s internet resources are only to be used in accordance with the office rules and policies on confidentiality, harassment, use of the internet and use of office equipment.
The team neither encourages nor discourages any of its agents from posting on social networking sites or blogging using their own equipment.  However, agents should be aware that these postings are public; even if access to them is restricted they may be forwarded out of the restricted group by those who have rightful access, and live on virtually forever.  And, even if a posting is taken down, it never truly disappears but rather continues to exist somewhere in cyberspace.  As a result, agents need to be mindful that Internet postings (whether images or comments), even though done on your own time and using personal equipment, can cause damage to not only your own reputation and interests, but also the reputation and interests of the team employees of the team, the principal broker, clients, and the public serviced. 
Should you choose to blog or participate in any social networking site on your own time, using your own resources and equipment, you are required to follow these guidelines:
1. Confidential information of the team or any information whatsoever about our employees or clients must never be disclosed.
2. Postings must not violate any laws or policies of the team, including but not limited to harassment, or confidentiality of the team’s employees or clients.  
3. Postings must comply with the REALTOR® Code of Ethics and the statutes and regulations governing advertising by real estate licensees.  In particular, current license law requires you to comply with all advertising requirements when you post information on such sites.  This means that posts must include all the information required to be provided when you produce traditional advertising.
4. Postings must be respectful to the team, employees, clients, and competitors. 
5. For non-real estate transactions, views, opinions, ideas, or information expressed are yours and yours alone and are not in any way attributable to the team.
Agents should report violations of this policy to the team leader, Director of Operations for the team.  It is the responsibility of all agents and employees to help the team ensure compliance with the policy.  Violation of any aspect of this policy is subject to disciplinary action, up to and including termination of the agency relationship, regardless of whether such conduct occurred away from work or on non-work time.
[bookmark: _Toc495056536][bookmark: _Toc519430103]ONLINE SALES CREDIT
It is understood that when an agent working with the team records a sale with the team, that sale is then posted on multiple online sources as the sale for the team leader/ team.  This sale credit belongs to the team and the team leader.  In the event an agent chooses to leave the team, then the agent will not have any rights to take control of these recorded sales or any transferring of the credit of the recorded sale.  These sales and the credit of these sales are the property of the team and the team leader. 
[bookmark: _Toc495056537][bookmark: _Toc519430104]CONFIDENTIALITY POLICY
All agents are expected to use extreme caution to ensure that the team’s confidential information and the confidential information of our clients remains confidential, and does not become available to anyone inside or outside of the team who is not entitled to know it.
Definition of Confidential Information
· Due to the nature of the team business, agents have access to a broad range of confidential information that must be protected.  By way of example and not limitation, confidential information includes:
· Non-public information about our clients, including motivation and all financial information. 
· Marketing plans and strategies;
· Costs, funding, and the methods used to determine the price of listings, etc.;
· Internal initiatives, strategies, processes, and methods; and
· Confidential information which agents may obtain concerning our employees, including personnel files, personnel evaluations, and the like. 
General Restrictions
Confidential information may not be used or disclosed by agents unless such use or disclosure is required by their job responsibilities on behalf of the team.  Confidential information as described in this policy is the exclusive property of the team with all proprietary rights and under no circumstances whatsoever shall agents have any rights to use, disclose, or publish to others such confidential information during or after their affiliation with the team.
Maintain Confidentiality at All Times and Take Precautions in Public Spaces
To maintain all confidential information in strict confidence, all agents must avoid:
· Discussing confidential information with anyone other than those who have an authorized, legitimate need to know to carry out their job responsibilities; 
· Disclosing confidential information to unauthorized the team personnel.
· Discussing specific transactions, or any other confidential information in a public place (including restaurants, etc.) where you may be overheard. Lower your voice or move to a private area when speaking on a cell phone for business.
· Talking unnecessarily about confidential information anywhere, including in your own office or home.
Physically Maintain Confidential Information in a Manner Designed to Preserve Confidentiality
Information must be maintained in the office (and elsewhere, if you are permitted to bring work home or to other locations) in a manner to protect confidentiality.  
· Desks, credenzas, and other workspaces should be cleared at the end of each day.  Anything remaining on the desk that contains confidential information should be in a folder or envelope or otherwise similarly protected from view.
· You may remove from our filing system only the client files currently being worked on at your workspace. All other files should be continually maintained in a secure location.
· Agents may not take transaction files home or otherwise out of the office without specific prior authorization from the team leader.
· If you are permitted to travel with confidential information, whether bringing the information home or on business travel, be mindful at all times about protecting the information.  Do not leave confidential documents face up or otherwise in view in your vehicle.  Keep sensitive information in a briefcase, closed folder, or use similar means to protect it.  Keep your vehicle locked when you are not in it.  Keep your briefcase, folders, personal digital assistants, etc. with you at all times when traveling.  Do not leave anything containing confidential information unattended.  Be careful to preserve confidentiality if you choose to create or review confidential documents while traveling.  It is very easy for other passengers to view your work, so make good decisions about whether you should take documents out on a plane, train, etc., and whether you should work on your laptop in such public settings.  Similarly, if working at home, keep any confidential information in your home office or other private setting, and not in view of other individuals in the home. 
Confidential Information In Electronic Form Must Also be Protected
Take steps to maintain confidentiality when sending or receiving information electronically, and when storing information on the computer. 
When sending e-mail messages concerning confidential and/or proprietary information, agents must exercise significant caution.  Questions regarding what level of security is needed for particular information to be sent or received over email should be directed to the team leader.
Agents must also exercise caution in saving information while working on their computers. For example, confidential or proprietary information should be stored on the team network, which provides safeguards for protecting information, and should not be stored on a local hard drive, desk top, disk, or portable drive.  Highly confidential information may need to be password protected or other measures may need to be taken to safeguard it from unauthorized internal or external access.  
Reasonable precautions must also be taken in regards to the physical security the team’s information technology that may contain confidential information.  Disks, drives, and other devices containing sensitive information should be contained in a locked drawer wherever possible.  Computers should be turned off when not in use for an extended period of time or when an agent is out of his/her office.  Agents are also encouraged to use screen savers so that any sensitive information that is displayed on an agent’s screen will be covered if the agent is away from his/her desk.  Screen savers provide an additional safeguard and are not intended to replace the expectation that agents minimize or close documents containing sensitive information when they walk away from their computers.  
Visitor Access Must be Limited to Avoid Providing Access to Confidential Information
To protect confidentiality and avoid access to confidential information that could be viewed or overheard in the team offices, visitors, including agent’s families and friends, should visit in the reception/lobby areas or in conference rooms and not in individual offices or workspaces.  All visitors should enter the offices at the reception/lobby areas.  

Procedures Upon Separation from Agency Relationship to Protect Confidential Information
Upon separation from affiliation with the team, agents must deliver to the team any and all confidential information in their possession, including all copies of all available forms.  All confidential information must be returned regardless of whether the information was made or compiled by the agent or furnished to the agent during his or her affiliation.
An exit interview process should be implemented to insure compliance with return of confidential information.
[bookmark: _Toc495056538][bookmark: _Toc519430105]CONFLICTS OF INTEREST
If you or a family member have a personal interest in either selling or purchasing a property, you must disclose this interest in writing to all parties involved in the transaction.  All parties to the transaction must acknowledge in writing the existence of this interest prior to any offer being made. 
[bookmark: _Toc495056539]For any other potential conflict of interest, you are required to bring the issue to the immediate attention of the team leader.
[bookmark: _Toc519430106]SAFE DRIVING & VEHICLE USAGE
The team recommends that you use your cell phone only when your car is stopped safely on the side of the road.  You are expected to keep your automobile in a clean, properly maintained, and safe operating condition at all times.  It is your obligation to drive in a safe, responsible and alert manner.  This is especially true if you have clients in your car. 
Each team member, whether and employee or independent contractor, will maintain automobile insurance with liability coverage of at least $1,000,000; and name [TEAM NAME] as an additionally name insured party on the policy.
[bookmark: _Toc495056540][bookmark: _Toc519430107]SAFETY
To assist in providing a safe and healthy working environment for employees, agents, customers, and visitors, the team has established a workplace safety program.  The team provides information to agents about workplace safety and health issues through regular internal communication such as meetings, bulletin board postings, memos, or other written communication.  Some of the best safety improvement ideas come from individuals in the workplace.  Those with ideas, concerns, or suggestions for improved safety in the workplace are encouraged to raise them with the team leader. Reports and concerns about safety in the team’s workplace may be made anonymously.  All reports can be made without fear of reprisal.  
Each agent is expected to obey safety rules and to exercise caution in all work activities.   Agents must immediately report any unsafe condition to the appropriate supervisor.  Agents who violate safety standards, who cause hazardous or dangerous situations, or who fail to report, or where appropriate, remedy such situation, may be subject to termination of the contractual relationship.  
In the case of accidents that result in injury, regardless of how insignificant the injury may appear, agents should immediately notify the team leader.
[bookmark: _Toc495056541][bookmark: _Toc519430108][bookmark: _Toc495056542]USE OF FIRM-OWNED PROPERTY, INCLUDING COMPUTERS AND OTHER COMMUNICATIONS EQUIPMENT
E-mail, Voicemail, Internet and Computer Network, Software, and Hardware:
Voicemail, Internet, e-mail, and all other computer and communications resources (all collectively referred to in this policy as “IT resources”) are business tools, provided to you at significant cost to the team.  Thus, the expectation is that you will use the IT resources for business-related purposes and not for personal purposes unless specifically authorized by the team leader. Some examples of business related purposes include, but are not limited to, communicating with clients and researching information for the benefit of the team.  The team requires that you conduct yourself honestly and appropriately on the Internet and in using other IT resources and respect copyrights, software licensing rules, property rights and privacy of others, just as you would in any other business dealing. To be absolutely clear, all existing the team office policies and governing laws and regulations apply to your conduct in using all IT resources, especially (but not exclusively) those that deal with intellectual property resources, sexual and other harassment, data security and confidentiality.  Also, the systems as provided to you are the team property.  The messages sent, retrieved, deleted and/or stored via the team systems are at all times the property of the team.
All agents should be aware that the team has the right, but not the obligation, to monitor all agents’ use of any the team resources.  For this reason, agents cannot and should not expect privacy in their use of the team IT resources, and should instead expect that their e-mail messages, voicemail messages, computer and Internet use, and other use of the team’s IT resources is not confidential and may be monitored/reviewed.  
Inappropriate Use of IT Equipment:
Inappropriate use of the IT resources is prohibited and subject to termination of the agency relationship.  Examples of inappropriate use include, but are not limited to, the following:
· the creation, display, viewing, or sending of any kind of sexually explicit image or document on any the team system is a violation of our policy on sexual harassment. In addition, sexually explicit material may not be stored, distributed, edited, or recorded using the team’s network, voicemail or computing resources.
· the use of the team e-mail, voicemail, Internet, or other IT resources for personal gain, political, religious, or charitable campaigning, soliciting for non- the team outside organizations or commercial ventures, selling Internet or other carrier access time, unless authorized by the team leader.
· the creation and/or forwarding of any disruptive or potentially offensive messages and/or pictures which may cause offense to any person or group, including those protected by the team’s harassment policy.
· frequenting websites on the Internet unrelated to your agent responsibilities and/or the team business.
· having or using network passwords on the team’s computer which are not known to the team.
The ultimate responsibility for assuring correct use of the team Group e-mail and Internet systems and other IT resources belongs with every user.  
Unauthorized Access:
Unauthorized access of the team IT resources is prohibited.  Agents are not permitted to use a code, access a file, or retrieve any stored communication unless authorized to do so or unless they have received prior clearance from an authorized the team representative.  The team computers and IT resources are for business use by the team’s personnel and authorized agents.  Non-employees may not use the team IT resources without permission from the team leader.	
Use of the team employee’s or agent’s account, user name, or password, or accessing another’s files without their consent (by anyone other than authorized representatives of the principal or managing broker) is strictly prohibited.  Obtaining, or trying to obtain, other users’ passwords, or using programs that compromise security in any way is prohibited.
Passwords are required for many of the applications of the team IT resources, and users may be required to change passwords periodically for security purposes.  All passcodes and passwords are the property of the team.  No agent may use a passcode, password, or voice mail access code that has not been issued to that agent by the team or that is unknown to the team.  Users of the team computers, network, and other IT resources must take reasonable precautions to prevent unauthorized access to the team IT resources.  Passwords should not be divulged to unauthorized persons, and should not be written down or sent over the Internet, e-mail, dial-up modem, or any other communication line.  
Snooping:
Probing or “snooping” into the team IT resources is prohibited.  Accessing the team files or any other files on the network or the system that you did not create is prohibited unless you have prior authorization from your manager or another appropriate management representative.  Observations of probing or “snooping” should be reported to the IT Department.
Sabotage:  
Destruction, theft, alteration, or any other form of sabotage of the team information technology and/or IT resources, including, but not limited to, computers, programs, networks, web-sites, files, and data is prohibited and will be investigated and prosecuted to the fullest extent of the law.
Hacking:
Hacking, the breaking into and corrupting of information technology, is prohibited.   Hacking into third party computer systems using the team IT resources is prohibited, and may be reported to the local authorities.  Vulnerability in the team IT resources should be reported to the team leader.
Viruses:
Use of virus, worm, or Trojan horse programs is prohibited.  If a virus, worm or Trojan horse is identified, it should be immediately reported to the team leader.
Confidential Information:
All the team data and information (including customer information) is considered confidential unless the team has granted permission for a user to use it.  Specific examples of confidential information include, but is not limited to, personnel and payroll records of present or past employees, information concerning transactions with clients, financial records of the team, records of purchases from vendors and suppliers, and any other information regarding the business affairs or operating practices or procedures of the team.  Accessing or attempting to access confidential data is strictly prohibited.
Confidential information should be used only for its intended purpose.  Agents’ responsibility for confidentiality continues outside of work, therefore agents should use special care when using home computers and other portable devices.
When sending e-mail messages concerning confidential and/or proprietary information, agents are expected to exercise significant caution because of the ability of others to “crack” the system.  Questions regarding what level of security is needed for particular information should be directed to the team leader.
Safeguarding the Physical Security of Communications System:
Reasonable precautions should be taken in regard to the physical security of the team IT resources. Disks, drives, and other devices containing sensitive information should be contained in a locked drawer, wherever possible.  Computers should be turned off when not in use for an extended period or when an agent is out of his/her office.
All software installed on workstations, whether for business or personal use, must be approved by the team leader.  In no way should personal computer hardware (thumb drives, MP3 players, etal) be installed at the team unless authorized by the team leader.
Agents should not install the team software on home computers without the prior approval of the team leader.
Agents are not allowed to introduce to the team network, Internet, computers, or other IT resources media from any external sources, including, but not limited to, CDs, disks, zip drives, personal digital assistants (including, but not limited to, BlackBerries and palm pilots), USB portable drives, and other removable drive devices.  Agents also may not copy, transmit, or otherwise remove any information from our network, Internet, computers, or other IT resources to CDs, disks, zip drives, personal digital assistants, USB portable drives, or other removable drive devices without prior authorization from the team leader.
Agents may not download anything from the Internet to the team’s computer without prior authorization.  This includes, but is not limited to, screensavers, music, e-mail stationary, and other images.
Copyright Infringement/Unauthorized Copying: 
The team strictly prohibits the illegal duplication of software.  Copyright laws are clear.  The copyright holder is given certain exclusive rights, including the right to make and distribute copies.  Title 17 of the U.S.  Code states that "it is illegal to make or distribute copies of copyrighted material without authorization" (Section 106).  The only exception is the users' right to make a backup copy for archival purposes (Section 117).
Even the users of unlawful copies suffer from their own illegal actions.  They receive no documentation, no customer support and no information about product updates.  According to the U.S.  Copyright Law, illegal reproduction of software can be subject to civil damages and criminal penalties.   
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RECEIPT AND ACKNOWLEDGMENT OF HANDBOOK FOR INDEPENDENT CONTRACTORS
This Handbook is an important document intended to help you become acquainted with the team.  This Handbook will serve as a guide; it is not the final word in all cases.  Individual circumstances may call for individual attention.
Please read the following statements and sign below to indicate your receipt and acknowledgment of the Handbook.
· I have received a copy and understand that it is my obligation to read the Office Policies and Procedures Handbook.  I understand that the policies described in the Handbook are subject to change at the team sole discretion at any time. It will be my responsibility to update my personal copy as additions or revisions are provided to me.  I understand that this Handbook supersedes and replaces all other previous manuals and personnel policies for the team.
· I understand that I am an independent contractor, subject to an express written contract and that I am not an employee of the team.  My association with the team may be terminated at any time for any reason not prohibited by law, with written notice by me or the team leader.  
· I am aware that this Handbook does not create an express or implied contract for any rights or benefits, and that the Handbook is intended as a set of guidelines only. I will consult with the team leader regarding any questions I may have regarding any of the team’s policies.
· I am aware that during the course of my affiliation with the team, confidential information may be made available to me.  I understand that this confidential information must not be given out or used outside of the team with non-team employees or agents, except as required by law or in accordance with the governing rules of ethics.
· I understand that my signature below indicates that I have read and understand the above statements and have received a copy of the Office Policies and Procedures Handbook.


________________________________                         
Printed Name


________________________________                                         _________________________                                    
Signature                                                                                        	Date

[bookmark: _Toc519430110]PHOTO, IMAGE & VIDEO RELEASE
I consent to the use of my name, portrait, picture, video or photograph as part of any endorsement for the team.  This pertains to all future and current collection of images of team employees and licensed agents, in work situations, intended to showcase the team’s activities.
The images in this collection may be used on the team’s websites as well as in departmental communications or promotional products, such as publications, CR-ROMs, DVDs, displays, video emails, television commercials, pamphlets and presentations.  Uses include:
· engaging current employees and clients (internal and external communications)
· attracting prospective employees and clients (recruitment)
· enhancing Sphere of Influence relations (marketing and outreach)
· informing local, National and International audiences (external communications)
I understand that my name, portrait, picture or photograph may be included in this image bank for a maximum of 7 years.  Further, I understand that if I leave the team within this seven-year period, any image in this collection bearing my likeness may still be considered for use.
In addition, should I wish to have my name, portrait, picture or photograph removed from the team’s image bank, I am to contact the team leader directly.
I agree that I shall have no claim against the team or against anyone accessing or using images form this or future the team collections that you’ve agreed to have taken.
I confirm that I am over 19 years of age and that I have not given anyone the exclusive right to use my name, portrait, picture or photograph.




__________________________
Printed Name


__________________________								___________________
Signature													Date
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